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Chapter - 1 

 

Cablling & Crimping 
 

Network Cabling 
 

Cable is the medium through which information usually moves from one network device to 

another. There are several types of cable which are commonly used with LANs. In some 

cases, a network will utilize only one type of cable, other networks will use a variety of 

cable types. The type of cable chosen for a network is related to the networkôs topology, 

protocol, and size. Understanding the characteristics of different types of cable and how 

they relate to other aspects of a network is necessary for the development of a successful 

network. 
 

The following sections discuss the types of cables used in networks and other related 

topics. 

Å Unshielded Twisted Pair (UTP) Cable 
 

Å Shielded Twisted Pair (STP) Cable 
 

Å Coaxial Cable 
 

Å Fiber Optic Cable 
 

Å Cable Installation Guides 
 

Å Wireless LANs 
 

twisted-pair Cable 
 

Twisted-pair cable is a type of cabling that is used for telephone communications and most 

modern Ethernet networks. A pair of wires forms a circuit that can transmit data. The pairs 

are twisted to provide protection against crosstalk, the noise generated by adjacent pairs. 

When electrical current flows through a wire, it creates a small, circular magnetic field 

around the wire. When two wires in an electrical circuit are placed close together, their 

magnetic fields are the exact opposite of each other. Thus, the two magnetic fields cancel 

each other out. They also cancel out any outside magnetic fields. Twisting the wires can 

enhance this cancellation effect. Using cancellation together with twisting the wires, cable 

designers can effectively provide self-shielding for wire pairs within the network media. 
 

Two basic types of twisted-pair cable exist: unshielded twisted pair (UTP) and shielded 

twisted pair (STP). The following sections discuss UTP and STP cable in more detail. 
 

Unshielded twisted pair (Utp) Cable 
 

Twisted pair cabling comes in two varieties: shielded and unshielded. Unshielded twisted 

pair (UTP) is the most popular and is generally the best option for school networks 

(See fig. 1). 
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Fig.1. Unshielded twisted pair 
 

The quality of UTP may vary from telephone-grade wire to extremely high-speed cable. The 

cable has four pairs of wires inside the jacket. Each pair is twisted with a different number 

of twists per inch to help eliminate interference from adjacent pairs and other electrical 

devices. The tighter the twisting, the higher the supported transmission rate and the 

greater the cost per foot. The EIA/TIA (Electronic Industry Association/Telecommunication 

Industry Association) has established standards of UTP and rated six categories of wire 

(additional categories are emerging). 
 

Categories of Unshielded twisted pair 
 

Category Speed Use 

1 1 Mbps Voice Only (Telephone Wire) 

2 4 Mbps LocalTalk & Telephone (Rarely used) 

3 16 Mbps 10BaseT Ethernet 

4 20 Mbps Token Ring (Rarely used) 

5 100 Mbps (2 pair) 

1000 Mbps (4 pair) 

100BaseT Ethernet 

Gigabit Ethernet 

5e 1,000 Mbps Gigabit Ethernet 

6 10,000 Mbps Gigabit Ethernet 

Unshielded twisted pair Connector 
 

The standard connector for unshiel ded twisted pair cabling is an RJ-45 connector. 

This   is   a   plastic   connector   that  looks   like   a   large  telephone-style   connector 

(See fig. 2). A slot allows the RJ-45 to be inserted only one way. RJ stands for Registered 

Jack, implying that the connector follows a standard borrowed from the telephone industry. 

This standard designates which wire goes with each pin inside the connector. 
 

 
 

Fig. 2. RJ-45 connector 
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Shielded twisted pair (Stp) Cable 

 

Although UTP cable is the least expensive cable, it may be susceptible to radio and 

electrical frequency interference (it should not be too close to electric motors, fluorescent 

lights, etc.). If you must place cable in environments with lots of potential interference, or if 

you must place cable in extremely sensitive environments that may be susceptible to the 

electrical current in the UTP, shielded twisted pair may be the solution. Shielded cables 

can also help to extend the maximum distance of the cables.Shielded twisted pair cable 

is available in three different configurations: 

1. Each pair of wires is individually shielded with foil. 
 

2. There is a foil or braid shield inside the jacket covering all wires (as a 
group). 

 

3. There  is  a  shield  around  each  individual  pair,  as  well  as  around  the  entire 
group of wires (referred to as double shield twisted pair). 

 

Coaxial Cable 
 

Coaxial cabling has a single copper conductor at its center. A plastic layer provides 

insulation between the center conductor and a braided metal shield (See fig. 3). The 

metal shield helps to block any outside interference from coaxial cable. 
 

 
 

Fig. 3. Coaxial cable 
 

Although coaxial cabling is difficult to install, it is highly resistant to signal interference. In 

addition, it can support greater cable lengths between network devices than twisted pair 

cable. The two types of coaxial. 
 

1) Thin  coaxial  cable  is  also  referred  to  as  thinnet.  10Base2  refers  to  the 
specifications  for  thin  coaxial  cable  carrying  Ethernet  signals.  The  2  refers 
to  the  approximate  maximum  segment  length  being  200  meters.  In  actual 
fact the maximum segment length is 185 meters. 

 

2) Thick coaxial cable is also referred to as thicknet. 10Base5 refers to the 
specifications  for  thick  coaxial  cable  carrying  Ethernet  signals.  The  5  refers 
to  the  maximum  segment  length  being  500  meters.  Thick  coaxial  cable  has 
an  extra  protective  plastic  cover  that  helps  keep  moisture  away  from  the 
center  conductor.  This  makes  thick  coaxial  a  great  choice  when  running 
longer lengths in a linear bus network. One disadvantage of thick coaxial is that 
it does. 

 

Coaxial Cable Connectors 
 

The most common type of connector used with coaxial cables is the Bayone-Neill- 

Concelman (BNC) connector (See fig. 4). Different types of adapters are available for 

BNC connectors, including a T-connector, barrel connector, and terminator. Connectors 
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on the cable are the weakest points in any network. To help avoid problems with your 

network, always use the BNC connectors that crimp, rather 

 
 
 

Fiber Optic Cable 

Fig. 4. BNC connector 

 

Fiber optic cabling consists of a center glass core surrounded by several layers of 

protective materials (See fig. 5). It transmits light rather than electronic signals eliminating 

the problem of electrical interference. This makes it ideal for certain environments that 

contain a large amount of electrical interference. It has also made it the standard for 

connecting networks between Fiber optic cable has the ability to transmit signals over 

much longer distances than coaxial and twisted pair. It also has the capability to carry 

information at vastly greater speeds. This capacity broadens communication possibilities 

to include services such as video conferencing and interactive services. The cost of fiber 

optic cabling is comparable to copper cabling; however, it is The center core of fiber 

cables is made from glass or plastic fibers (see fig 5). A plastic coating then cushions the 

fiber center, and kevlar fibers help to strengthen the cables and prevent breakage. The 

outer insulating jacket made of teflon or PVC. 
 

 
 

Fig. 5. Fiber optic cable 
 

There are two common types of fiber cables -- single mode and multimode. Multimode 

cable has a larger diameter; however, both cables provide high bandwidth at high speeds. 

Single mode can provide more distance, but it is more expensive. 
 

ethernet Cable Summary 
 

Specification Cable Type 

10Baset Unshielded Twisted Pair 

10Base2 Thin Coaxial 

10Base5 Thick Coaxial 

100Baset Unshielded Twisted Pair 

100BaseFX Fiber Optic 
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100BaseBX Single mode Fiber 

100BaseSX Multimode Fiber 

1000Baset Unshielded Twisted Pair 

1000BaseFX Fiber Optic 

1000BaseBX Single mode Fiber 

1000BaseSX Multimode Fiber 

Installing Cable - Some Guidelines 
 

When running cable, it is best to follow a few simple rules: 
 

Å Always use more cable than you need. Leave plenty of slack. 
 

Å Test every part of a network as you install it. Even if it is brand new, it 
may have problems that will be difficult to isolate later. 

 

Å Stay at least 3 feet away from fluorescent light boxes and other sources of 
electrical interference. 

 

Å If it is necessary to run cable across the floor, cover the cable with cable 
protectors. 

 

Å Label both ends of each cable. 
 

Å Use cable ties (not tape) to keep cables in the same location together. 
 

Wireless LaNs 
 

More and more networks are operating without cables, in the wireless mode. Wireless 

LANs use high frequency radio signals, infrared light beams, or lasers to communicate 

between the workstations and the file server or hubs. Each workstation and file server on 

a wireless network has some sort of transceiver/antenna to send and receive the data. 

Information is relayed between transceivers as if they were physically connected. For 

longer distance, wireless communications can also take place through cellular telephone 

technology, microwave transmission, or by satellite. 
 

 
 

Wireless networks are great for allowing laptop computers or remote computers to 

connect to the LAN. Wireless networks are also beneficial in older buildings where it 

may be difficult or impossible to install cables. The two most common types of infrared 

communications  used  in  schools  are  line-of-sight  and  scattered  broadcast.  Line-of- 
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sight communication means that there must be an unblocked direct line between the 

workstation and the transceiver. If a person walks within the line-of-sight while there is 

a transmission, the information would need to be sent again. This kind of obstruction 

can slow down the wireless network. Scattered infrared communication is a broadcast of 

infrared transmissions sent out in multiple directions that bounces off walls and ceilings 

until it eventually hits the receiver. Networking communications with laser are virtually the 

same as line-of-sight infrared networks. 
 

Wireless standards and speeds 
 

The Wi-Fi Alliance is a global, non-profit organization that helps to ensure standards and 

interoperability for wireless networks, and wireless networks are often referred to as WiFi 

(Wireless Fidelity). The original Wi-Fi standard (IEEE 802.11) was adopted in 1997. Since 

then many variations have emerged (and will continue to emerge). Wi-Fi networks use 

the Ethernet protocol. 
 

Standard Max Speed typical range 

802.11a 54 Mbps 150 feet 

802.11b 11 Mbps 300 feet 

802.11g 54 Mbps 300 feet 

advantages of wireless networks: 
 

Mobility - With a laptop computer or mobile device, access can be available  throughout 

a school, at the mall, on an airplane, etc. More an more businesses are also offering free 

Wi-Fi access. 
 

Fast setup - If your computer has a wireless adapter, locating a wireless  network can 

be as simple as clicking ñConnect to a Networkò -- in some  cases, you will connect 

automatically to networks within range. 
 

Cost - Setting up a wireless network can be much more cost effective than buying and 

installing cables. 
 

expandability - Adding new computers to a wireless network is as easy as turning the 

computer on (as long as you do not exceed the maximum number of devices). 
 

Disadvantages of wireless networks: 
 

Security - Wireless networks are much more susceptible to unauthorized use. If you set 

up a wireless network, be sure to include maximum security.  You should always enable 

WEP (Wired Equivalent Privacy) or WPA (Wi-Fi Protected Access), which will improve 

security and help to prevent virtual intruders and freeloaders. 
 

Interference - Because wireless networks use radio signals and similar techniques for 

transmission, they are susceptible to interference from lights and electronic devices. 
 

Inconsistent connections - how many times you have hears ñWait a minute, I just lost 
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my connection?ò Because of the interference caused by electrical devices and/or items 

blocking the path of transmission, wireless connections are not nearly as stable as those 

through a dedicated cable. 
 

power consumption - The wireless transmitter in a laptop requires a significant amount 

of power; therefore, the battery life of laptops can be adversely impacted. If you are 

planning a laptop project in your classroom, be sure to have power plugs and/or ad 

ditional batteries available. 
 

Speed - The transmission speed of wireless networks is improving; however, faster 

options (su ch as gigabit Ethernet) are available via cables. In addition, if set up a w 

ireless network at home, and you are connecting to the Internet via a DSL modem (at 

perhaps 3 Mbps), your wireless access to the Internet will have a maximum of 3 Mbps 

connection speed. 
 

CrIMpING 
 

Crimping is a method of firmly attaching a terminal or contact end to an electrical 

conductor by pres ure forming or reshaping a metal barrel, together with t he conductor. 

The forming of a sati sfac tory crimp depends on the correct combination o f conductor, 

crimp barrel and tool. When applied with a properly matched tool a union would be e 

stablished which has both good electrical and mechanica l characteristics. The to ol will 

provide these requirements consistently and reliabl y with repeat ability assured by quality 

cycle controlled tooling. The electr ic al resistance of a properly designed and controlled 

crimp joint sho uld be equal to, or less than, the resistance of an equal section of wire. 

Specifications state the requirements in terms of mill volt drop at a designated current. 
 

The mechanical strength of a crimped joint and hence its pull-out force (tensile strength), 

varies with the deformation applied. Therefore, by properly shaping the deformation 

of a high pull-out force can be achieved, i.e. the crimp die of the tool determines the 

crimp configuration and deformation. The dies in the tool determine the completed crimp 

configuration which is generally an element of co ntact and/or connector design. Some of 

the design considerations are: 

a) The type of contact, its size, shape, material and function, 
 

b) The type and size of wires to be accommodated, 
 

c) The type of tooling into which the configuration must 
be built. 

 

1) Straight-through Wiring Using the 586a 
Standard 

 

The  flat  wiring  diagram,  above,  shows  the  568A 
color code standard as the wiring for the PC side 
of the cable and the same 568A standard for the 
Hub, Switch or Router side of things (assuming that 
the Hubs, Switches or Routers are wired internally 
to perform the cross-over function). The illustration 
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depicts the wiring arrangement before insertion into an RJ45 connector prior to 
crimping. 

 

2) Cross-Over Wiring Using the 568a to 586B Standards 
 

The flat wiring illustration, above, shows cross-over 
cable wiring using the 568A color code standard as 
the wiring for the PC side of things and the 568B 
standard for wiring to the other PC. Note that in both 
cases, all eight wires are shown but only four are 
actually needed. Pins 4, 5, 7, and 8 and the blue and 
brown pairs are not used in either standard. Contrary 
to common tech-lore and what you may have read 
elsewhere, these pins and wires are not used or 
required to implement 100BASE-TX duplexing. In 
fact, they can be used for other purposes such as a 
single line phones or even operating two separate 
Ethernet channels, provided care is taken to assure 
that these wire pairs are isolated from the other 
wires. 

 

In practice, making actual RJ45 Patch cables is not physically that simple. The connections 

of the pairs to the pins in the RJ45 jack arenôt wire pair by wire pair. Instead, the orange 

pair of wires is not adjacent and the blue pair is upside-down. If fact..Flattening out the 

cables in the correct order for insertion into the RJ45 jack. 
 

Before crimping is by far the most complex part of the job of making twisted pair Ethernet 

patch cables. One cannot use flat-untwisted telephone cable for a network cable that 

runs any appreciable distance. One must use a pair of twisted wires to connect a set of 

transmitter pins to their corresponding receiver pins. One cannot use a wire from one pair 

and another wire from a different pair. 
 

Connect the cable with PC end and other one at HUB or Switch or PC to PC as required 

for checking the connectivity. 
 

Now you will find a connectivity icon in the right side of bottom, next to date & Time ñLocal 

area is connectedò. 
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Chapter ï 2 

 

Installing Windows 98 
 

Introduction 
 

Microsoft announced with this new system software Version 4.10 the revised version of 

Windows 95. The operating system Windows 98 contains as innovation mainly detail 

improvements and bug fixes. The hardware component is enhanced with USB support 

improved and the operation of several monitors is possible now. Windows 98 is prepared 

for DVD movies,For the view of DVD Movies separate software must be installed. 
 

As a file system for the installation of Windows 98 FAT32 is recommended. If the access to 

other file systems is needed are tools of third party manufacturers required which usually 

offer free software with read access. Such tools are available for NTFS and the Linux file 

system ext2. For the professional file system NTFS exists a driver of Sysinternals which 

is integrated after the installation in the operating system. For the successful installation 

system files are needed by Windows NT.Windows 98 can be updated to DirectX 9.0 and 

the Internet Explorer 6. 
 

Features of Windows 98 
 

- Extended support for the connection to networks 
 

- Integrated Internet Explorer 4.0 
 

- web optimized, networking through VPN 
 

- Internet Connection Sharing (ICS) 
 

area of application 
 

- Home user 
 

- PC Games 
 

- Office use 
 

- Network client 
 

System environment 
 

- Minimum Hardware Requirements: 16 Mbyte RAM, 300 Mbyte hard disk storage 
 

- Active Desktop for the Web integration in Windows 
 

- New driver model WDM (Win32 Driver Model), developed for the same driver base 
for Windows NT and 98 in 1996 

 

- Task planer, time controlled start from programs 
 

- Maintenance assistant, hard disk maintains 
 

- Game interface DirectX 5.0 
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- Multi monitoring Support (up to 4) 

 

- File system FAT16, better use FAT32, access to NTFS and Linux ext2 file system 
with 3rd Party tools 

 

- Preemptive multitasking for 32-bit applications 
 

- Cooperative multitasking for 16-bit programs 
 

- ACPI Power save mode partly supported (except of Suspend to Disk) 
 

- X86 CPUs and compatible 
 

Step-by-step on how to perform a Fresh Install of Windows 98. What you are going 

to need for this: 

1) Windows 98 CD 
 

2) Windows 98 Product ID/Key 
 

3) About 1-2 Hours 
 

The screen shots on this page are taken from a Windows 98SE OEM install using only 

the CD, on a unpartition Hard Drive. If you all ready have Windows 98 installed, you can 

skip to (Step 07) and continue on or skip to (Step 13), to delete the partition and start at 

(Step 01). If you canôt find your Windows 98 Product Key then skip to (Step 14) before 

doing any of this. 
 

Installing Windows 98 

(Step 01) 

You need to make sure that you have the BIOS/Startup, so that the CDROM drives boots 

before the Hard Drive. To do this, you need to enter the BIOS/Startup by pressing: ESC, 

F1, F2, or DEL. Usually during POST (boot up) there should be something on the bottom 

stating on how to enter the BIOS/Startup. Press the button that it says to press or try one 

of the above until you enter BIOS/Startup Menu. Now using the arrow keys, there should 

be a tab that says, Startup/Boot Order. Under that should be a list with a list of options, 

make the 1st Boot - Floppy/3.5 Floppy, 2nd Boot - CDROM, 3rd Boot - Hard Drive, 4th 

Boot - Other. Place the CD in the CDROM Drive, save and exit the BIOS settings. 
 

(Step 02) 
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After exiting the BIOS the computer will restart. You will get the above screen after the 

computer finishes POST. Select Boot from CD. 
 

(Step 03) 
 

 
 

After selecting Boot from CD the above screen will come up. Select Start computer without 

CD-ROM support. 
 

(Step 04) 
 

 
 

When if finishes loading, you will see the above screen with A:\. Type fdisk and then press 

enter. This is how the screen should look: 
 

a:\fdisk 
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(Step 05) 

 

 
 

You will come to the screen above. Press Enter. 
 

 
 

After that you will come to this screen, press 1 then Enter. 
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You will then come to this screen, press 1 then Enter. 
 

 
 

Now the program will check the Hard Drive, and then will make the partition. Press Y then 

Enter. 
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After that is done you will come to this screen, press ESC. You will then come back to the 

black screen with A:\. Press Ctrl+alt+Del. This will restart the computer. 
 

(Step 06) 
 

You will then come back to the Boot Select Screen. Select Boot from CD-ROM. 
 

(Step 07) 
 

 
 

Select Start computer with CD-ROM support. The computer will now have CDROM 

support; you will come to the black screen with the A:\. Now type D:\WIN98\format C: 
 

This is how the screen will look: 
 

a:\D:\WIN98\format C: 
 

You will be asked if you want to proceed with the format. Press Y, and then Enter. 

Depending on the size of the Hard Drive, this may take a while. After it is done formatting, 

press Enter (Do not enter a label). 
 

(Step 08) 
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Now it is time to start the install of Windows 98. After pressing Enter, you should be at the 

A:\. Now type D:\WIN98\setup. This is how the screen should look: 
 

a:\D:\WIN98\setup 
 

Before the install can start the Windows 98 setup need to check the Hard Drive. Press 

Enter, this also takes long time depending on the size of the Hard Drive. 
 

(Step 09) 
 

 
 

After scandisk has finish, and the files have been copied, you will come to this screen. 

Click Continue. 
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Select C:\Windows, and then click next. 

 

 
 

Select Typical, and then click next. 
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Select Install the most common components, then click next. 

 

 
 

This here is optional; change the values for Computer Name, Workgroup. 
 

Computer Name: My Computer 

Workgroup: Home 

after you have made the changes, click next. 
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Select your location, click Next. 

 

 
 

Click Next, you can choose to make a Windows 98 Startup Disk, if so then insert a floppy 

then click OK, if not the click Cancel. 
 

 
 

After the Startup Disk is completed, if you choose to make it, click Next to start copying 

Windows 98 files. 
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After the files have finished copying, remove the Windows 98 Startup Disk, and click OK 

to restart the computer. 
 

(Step 10) 
 

 
 

You will come to the Boot Select Screen, select Boot from Hard Drive. 
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The next screen you will see will be the Windows 98 Splash Screen. 
 

 
 

Enter the User Information, and then click Next. 
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Read and agree to the EULA, then click Next. 
 

 
 

Enter the Windows 98 Product ID/Key, and then click Next. 
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Click Finish. 
 

(Step 11) 
 

The computer will restart, select Boot from Hard Drive. The Windows 98 Splash Screen 

will come up. Windows is now finishing the last minute settings. 
 

 
 

During those last minute settings, you will need to set the clock. Once done, click Apply 

then OK. 


